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Policies apply automatically to all MEHRA MEDIA HOSTING clients upon subscription to the

Customer agrees to use the Services only for lawful purposes, in compliance with all applical
Specific activities that are prohibited include, but are not limited to
- Threatening harm to persons or property or otherwise harassing behavior.
- Violating Canadian export control laws for software or technical information.
- Misrepresenting or fraudulently representing products/services
- Transmission, distribution or storage of any material in violation of any applicable law or
- Transmission, distribution or storage of any material protected by copyright, trademark,
- Facilitating, aiding, or encouraging any of the above activities, whether using MEHRA MED
- Interference with a third party's use of MEHRA MEDIA HOSTING's network or service, or
Email
MEHRA MEDIA HOSTING has a strong anti-spe
- Sending unsolicited email messages, including, without limitation, commercial adverti
- Customer will not use another site's malil server to relay mail without the express pern
- Itis strictly forbidden to send out unsolicited email from any other network that adverti

IRC Networks

It is absolutely forbidden to host an IRC server that is part of or connected to another IRC ne
Objectionable Material

You may not use our service to publish material, which we determine, at our sole discretion,
Anime

Anime websites are not allowed on our network. If an Anime website is found we will termina

File Distribution/Mirroring
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MEHRA MEDIA HOSTING forbids use of service for those who provide mirroring service for
Adult content

It is strictly forbidden to publish adult content on shared web hosting, reseller web hosting, de
System & Network security

Customer is prohibited from utilizing MEHRA MEDIA HOSTING services to compromise the

Specific activities that are prohibited include, but are not limited to
- Threatening harm to persons or property or otherwise harassing behavior.
- Use or distribution of tools designed for compromising security.
- Unauthorized access to or use of data, systems or networks, including any attempt to
- Unauthorized monitoring of data or traffic on any network or system without express a
- Deliberate attempts to overload a system and broadcast attacks.
- Forging of any TCP-IP packet header or any part of the header information in an email or a
- Intentionally or negligently transmitting files containing a computer virus or corrupted (
- Proxy websites or any type of application that enables a client to route traffic through (

Resource Usage

On shared hosting accounts, it is strictly forbidden, without prior written authorization, to
Violation
MEHRA MEDIA HOSTING in its sole discretion, will determine what action will be taken in re
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